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What do I need: 

1. One instance of a 32 bit Windows operating system, I used 32 bit Windows XP running on my laptop with 

VMware 10. You can not use 64 bit Windows for this task. 

2. GSK5 that you can download from http://www-01.ibm.com/support/docview.wss?uid=swg21615277&aid=1. 

This should be unzipped inside your XP virtual machine. 

Source: http://www-01.ibm.com/support/docview.wss?uid=swg21615277 

3. An exported P12/PFX file from in my case IIS, containing the wildcard certificate as well as the certification path 

to it, more on this later on 

http://www-01.ibm.com/support/docview.wss?uid=swg21615277&aid=1
http://www-01.ibm.com/support/docview.wss?uid=swg21615277


Import your P12/PFX file into your browser inside XP 
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2. Check your imported certificate(s) 



 
 
Certificates 
 



 
 
View 
 



 
 
 



 
 
View Certificate 



 
Write down the label on the right of Issued to: to use later on inside ikeyman in this case it is: 
Thawte SSL CA 
OK 
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Write down the label on the right of Issued to: to use later on inside ikeyman in this case it is: 
thawte Primary Root CA 
OK 
OK 
 



Export root and any intermediate certificates to file 
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Run iKeyman to create new kyrfile and then Add and Import 

certificate information 

 

 

 



 

 
Could take a while to start 
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Check your file and add sth file to enable it for Domino use 
 
Copy customerkey.kyr to your Notes Data directory on your client 
 
From your Notes client use: 



File\Application\New 
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Open the newly created database 
and go to: 
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You should now also have a customerkey.sth file in your data directory, please check that you have! 
If you don't you have not followed the instructions. 
Click on: 

 
should show something like this: 

 
 

Implement the files on the server 
 
Copy both kyr and sth files to the Servers Data Directory 
 
Now in your Internet sites configuration 
 

 
 
Add the name of your kyr file as Key file name: 
 
Also modify: 

 
and uncheck 



 

Save to avoid messages on the server console and in the log. 

If you are not using internet sites change in the corresponding sections in your server document. 
 
Also, in the server document, make sure that you have enabled SSL in the Internet Ports.... section. 
 
You could then restart your http with the following from the Live console on the server: 
restart task http 
 

Check out if it works 
 
To check this out go to https://yourserver.yourdomain.yoursuffix and check that everything is OK. 
In Internet Explorer you can click on the  

 icon to see what certicates are in use for the url. 

 
View certificates 

https://yourserver.yourdomain.yoursuffix/


 
If you are here now congratulations 
 
 

Conclusion 
 
 
 
 
 
 


